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DEALING WITH ONGOING CHALLENGES

CHRIS ALBERT

DATA PROTECTION 
COMPLIANCE

Observations

Over the past 12 months we have observed a number 
of data protection challenges for Local Authorities, with 
the two most obvious issues relating to –

Freedom of Information Requests

Data Sharing

FOI REQUESTS

Firstly, determine whether it is in the public interest or of interest to the public.

What is the public interest test?

Exemptions under the Act are ‘absolute’ or ‘qualified’ - If an ‘absolute’ exemption applies the 
information does not have to be released. If the exemption is ‘qualified’, the public authority 
must weigh up the public interest (public good) in its disclosure. A public authority must 
consider the balance of public interest of disclosing the information from the request. 

To carry out the public interest test, it is necessary to understand what “the public interest” means in 
the context of FOIA.

Public interest can take many forms. For example, there is a public interest in:

• transparency and accountability, to promote public understanding and to safeguard democratic processes,
• good decision-making by public bodies,
• upholding standards of integrity,
• ensuring justice and fair treatment for all,
• securing the best use of public resources, and
• ensuring fair commercial competition in a mixed economy.

However, these examples of the public interest do not automatically mean that you should disclose or 
withhold information. For example, an informed and involved public helps to promote good decision-
making by public bodies. But those bodies may also need space and time in which to fully consider their 
policy options, to enable them to reach an impartial and appropriate decision, away from public interference. 

Revealing information about wrongdoing may help the course of justice, but investigations into wrongdoing 
may need confidentiality to be effective. This suggests that in each case, the public interest test involves 
identifying the appropriate public interests and assessing the extent to which they are served by disclosure or 
by maintaining an exemption.

REASONS FOR REFUSING A 
REQUEST

There are approximately 24 exemptions to the general right of access of information – the reasons are very 
technical but the main reasons for refusing to supply information are:

• It would cost too much or take too much staff time to deal with the request 

• The request is vexatious – organisations should not be taking into account who is requesting the information 
and what they might be using it for, however there have been cases where the FOI Act has been abused – this is 
a common theme….

• A request can be denied on the basis that it is vexatious. 

• The request repeats a previous request 

• An exemption – Exemptions are contained in part 2 of the Act and are there to protect information that should 
not be disclosed or would not be in the public interest to disclose. 

• Commercial Interests – information is exempt if its disclosure would be likely to prejudice commercial interests 

Cont…

• Personal Information – If the request contains personal information about an identifiable 
individual as it would breach the Data Protection Act. 

• Investigations and legal action – Information held by the police or bodies like the Health and 
Safety Executive, which can bring prosecutions, are exempt if the information has been obtained 
during an investigation; as it could be argued that the information is potential evidence. 

• Legal advice – legal advice obtained by any public body is normally exempt. 

• Danger to Health and Safety – Information whose disclosure would be likely to endanger an 
individual’s health and safety is exempt or subject to the public interest test. 

• Already available – Information which is due to be published by a public body on a certain date 
is exempt under the UK act. 
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What is a vexatious request under the Act? 

This is where you are allowed to take into account the context, history and identity of the requester, but the organisation would need to prove 
that the request (not the requester) is causing a disproportionate level of distress and disruption.

A vexatious request is ‘if it is made in order to disrupt the authority’s work or is part of an obsessive pattern of requests’. 

The Information Commissioner states ‘the key question to ask yourself is whether the request is likely to cause a disproportionate or unjustifiable 
level of distress, disruption or irritation’ – if this is the case then it is likely to be refused.

Bear in mind that it is the request that is considered vexatious, not the requester. If after having a request refused as vexatious you send in a 
subsequent request, it can only be refused if it also meets the criteria for being vexatious. 

Key Indicators that a request is vexatious

• Abusive or aggressive language used in the request – the tone of the request goes beyond mere criticism 
• Burden on the authority - the effort required to meet the request will be so grossly oppressive in terms of the strain on time and resources, that 
the authority cannot reasonably be expected to comply 

• Personal grudges - For whatever reason, the requester is targeting their correspondence towards a particular employee 

• Unreasonable persistence - The requester is attempting to reopen an issue which has already been comprehensively addressed by the public 

• Unfounded accusations - The request makes completely unsubstantiated accusations against the public authority or specific employees. 
• Deliberate intention to cause annoyance - The requester has explicitly stated that it is their intention to cause disruption to the public authority, 
or is a member of a campaign group whose stated aim is to disrupt the authority

TO SUMMARISE…

Check whether the request falls under the DPA or FOIA

Is the request asking for information in the public 
interest…. Or is it of interest to the public

If unsure carry out a public interest test

Do any exemptions apply

Is the request vexatious

DATA SHARING 
BETWEEN LA’S AND 
COUNCILLORS

Councillors, as a member of the council, for 
example, as a cabinet member or a member of a 
committee. In this circumstance the council is the 
registered data controller. Personal information held 
by the council will not be used for political purposes 
unless both the council and the individuals 
concerned agree.

As a representative of residents of their ward, for 
example, in dealing with complaints. In this 
circumstance, the Councillor is the data controller.

It is often the case that these lines are blurred when 
dealing with personal data that is shared between 
the two parties.

It would make sense and be in line with regulatory 
requirements to put in place appropriate data 
sharing arrangements between the parties.

This will set out each party’s roles and 
responsibilities when sharing data and dealing with 
rights requests, including FOI requests.

QUESTIONS….

Thank You
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